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RESULTS OF THE QUESTIONNAIRE FOR STUDENTS 
 

 

 

 

 

PARTICIPANTS 

 
 

 

Age average = 17 years 

 

 

 

 

 

 

 

 
1. Do you use any social networks?  

 

48%

52%

SEX

Male

Female

98%

2%

Yes

No



 

2. Are you familiar how to use the Internet safely? 

 
 

3. What kind of network and information security breaches do you face on the Internet? 

 
4. Have you experienced any damage on network and information breaches?  

 

96

85

35

40

44

38

40

16

14

Computer viruses 

Spam 

Uptake of personal data

Hacking to a personal computer

The illegal and harmful information content (racism, sadism, 

pornography and so on.) online

Information and account data tampering in social networks

Age restriction disorders (gambling, electronic commerce)

Not confronted with any network and information security 

breaches

Other

22

8

12

90

8

Software tampering on any device (PC, tablet and phone, 

etc.)

Theft or forgery of personal data

Emotional psychological damage (eg. bullying)

I have not experienced any damage

Other



 

5. What kind of threats do you confront on the Internet? 

 
 

6. Do you give a true (unimaginative) information about yourself while communicating on 

the Internet (eg. Dating site or social networks)? 

 
 

7. What type of information do you submit in websites? 

 
 

24

25

22

16

33

22

68

16

Cyber bullying

Encountering illegal and harmful information

Publication of personal information

Sexual chat

Offensive or illegal content

Loss of privacy

I have not faced any threats 

Other

7%

14%

42%

37%

Always 

Often

Sometimes

Never 



 

8. What are the threats of the personal data disclosure on the Internet? 

 
 

9. Are adults (parents, teachers, etc.) interested in what you are doing on the Internet? 

 
 

10. What do adults (parents, teachers, etc.) do in order to ensure your safe use of the 

Internet?  

 
 

64

69

53

48

10

24

Identity intake, in order to make a purchase or perform 

other monetary transactions on behalf of another person

Photos used in advertising or placed in erotic websites 

Electronic harassment with the aim to intimidate another 

person or cause tension 

Unsolicited advertising - commercial communications

I assume, there are no threats

Other

Yes, often

Yes, rarely

No, not interested

94

28

15

27

19

40

58

25

Talk about the impact of the Internet, behaviour online, illegal and 

harmful content on the Internet

Sometimes take a glance on children‘s Internet communication

Monitor when children surf the Internet

Limit the use of the Internet

Check what sites are visited

Set the rules for safe use of the Internet

Apply the filtering tools to block unacceptable websites

Do not take any measures 

Other



11. Your suggestions for the safe use of the Internet . 
Trust where you are  

Não passar dados pessoais e ter cuidado e segurança com os sites que frequenta.  

Do not provide your personal data.  

H@Ck3R  

Não colocar dados pessoais na internet  

but more security on sites  

don`t accept a ask for friend in facebook of fake people, don´t talk with people that you 

don´t really know , when someone gets into your page like a heacker talk with your parents and 

tell them whats going on for you own safetty and block anyone that talks to like wanna be with 

you, if you don´t know them don´t aswer  

Don't let children younger than 10 play in the internet, only games and monitored by adults.  

avoid inappropriate websites  

install programs that protect us against threats  

Don't give too much personal information!  

no kids  

avg  

Never post personal stuff.  

Nao ir la  

cuidado com o que encontras  

don't share personal information  

Don't Go There  

Secure Internet  

Never post personal stuff  

Be conscious of the sites you surf and the imformation you give  

dont visit porn sites, or visit I dont now...  

Never give the address to anyone  

Watch out for dangerous websites  

Creat apps for internet security  

Be careful with what you search for  

Be careful with the information you disclosure.  

Don't talk to strangers  

App for secure in the Internet  

Stop using personal information on the social media  

Don´t use personal information on the web sites  

always check that the links begin with https  

app about segurity of internet  

don't put personal information on internet  

don´t put photos of you on social media  

Get people to visit security internet sites like seguranet.pt 

 


